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Cisco AnyConnect Intrucation.

1. Open the Cisco Secure Client App from your device.

2. Select "Campus Access," which should be the only option on this screen.

3. If, for some reason, you don't see "Campus Access," then type “uwvpn.uwinnipeg.ca” in the empty box.

4. Hit Connect

5. Select the appropriate group that applies to you from the drop down menu. This screen usually hides
behind the Single Sign-on screen.

 1."Research" 
 2."Student" 
 3."Vendor" 
 

6. Enter your username in Single Sign-on screen and press next.

http://uwvpn.uwinnipeg.ca/
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7. Enter your password in Single Sign-on screen and press Log in

8. Approve your login in DUO (MFA)
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9. Press Accept on Welcome message.

10. If all is well then you should have connection to University of Winnipeg network.

If this is first time you connecting to VPN then Next steps applied to you. AS Cisco Posture
require to access UoW resources from NON-TSC managed devices so it will installed one more
moudule.

11. When you press accept, a couple more Modules will be installed, and you will see some progress bar in
the Cisco Secure client.
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12. Once all modules are installed successfully, you will see a similar.

13. If your device passes all the Compliance conditions, it will give access to the network; otherwise, it will
fail within 3 minutes.


